Xplova Latest Update:
E5/E7/G3 Data Upload/Download Updates

. Chrome (April 2015)
. Firefox (March 2017)
. Microsoft Edge

The above browsers longer support Java plug-ins
To configure and use the upload or download
function on older Xplova devices, such as
E5/E7/G3, please use the following browsers:

+ Internet Explorer (Windows) 11 or later download...
« Safari (Mac OS X) 10.1 or later download...

To make sure your experience is as smooth as possible, when
using the two browsers listed above, please ensure that you
have completed the following steps:

1. Download/update Java

«
= Java

How do I run or enable Java in my browser?

Download

2. Check your Java support settings
* Please click here for more details: “How to unblock Java applications”

3. Update your IE/Safari browser to the latest version

* Please click here for more details: “How to check if | am using IE11 or
later?”

* Please click here for more details: “How to check if | am using Safari 10.1
or later?”

4. Check your IE browser security settings
* Please click here for more details: “How to enable Java in IE”

5. Enable Java.


https://www.microsoft.com/en-us/download/internet-explorer.aspx
https://support.apple.com/downloads/safari%2520for%2520windows
https://java.com/en/download/help/browser_activate_plugin.xml
https://java.com/en/download/help/browser_activate_plugin.xml
https://www.java.com/en/download/

Which version of Internet Explorer am | using?

Open Internet Explorer, select the Tools{é} button (or
the Help button if you’re using Internet Explorer 8) and
then choose About Internet Explorer.

Internet
. Explorer1

Version: 11.0.9600.17207

sione 11010 (KBIGRIZTH
Product 1D: 00150-20000-00003-44458

'g' Install new versions automatically

© 2013 Microsoft Corporation. All rights reserved.

Put a check mark in the "Install New Versions
Automatically" check box and click “Close”.

Which version of Safari am | using?

The Safari browser version can be found by choosing “About
Safari”’ from the “Help” menu. The small pop-up window will
display the required information.
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Update to the latest Safari

1. Click the Apple Menu icon. It's an apple-shaped icon in the top-left

corner of the screen.

2. Click Software Update. After a moment, you'll see a window pop up

with several update options.

8 Finder File Edit View Go Window

About This Mac

Software Update..

App Store...

System Preferences...
Dock

Recent Items

Force Quit... HED
Sleep

Restart...

Shut Down...

Log Out John Appleseed 4+3#Q

1. Make sure the "Safari" box is checked. You can elect to update to a
newer version of OS X (e.g., Yosemite) from this window as well,

though doing so will take some time.

2. Click Install [number] Items. This button is in the bottom-right
corner of the "Update" window. Doing so will install each item next

to which you placed a checkmark.

e 0 Software Update

8]
New software is available for your computer.
“ E ;’9 If you don't want to install now, choose Apple menu > Software Update
el

when you're ready to install.

Install | Name Varsion

6.0.4

website basls.
For detalled information about this update, please visit:
httpeifsupport.apple.comkb/MHTSE78

hitpisupport.apple.com/kb/MHT1222

Safari 6.0.4 allows users to enable the Java plug-in for Safari on a website-by-

For detailed information about the security content of this update, please visit:

here: htrp:/ fwww.apple.com/legal/sla/.

Note: Use of this software is subject to the original Software License Agreementis)
that accompanied the software being updated. A list of Apple SLAs may be found

| Hide Details | | Mot Now |[ Install 1 ltem




Since Java 7 Update 51, Java by default blocks self-sighed and
unsigned applets when using the High security setting. Because web
pages usually use unsigned or self-signed Java applets, users may
find that even they use IE, they are often blocked from updating or

downloading Java.

How to unblock Java applications?

1.
2.

Lower your security level

Edit the Exceptions Site List to include www.xplova.com

First, please find [Programs] under [Control Panel]

| B8 Contrel Panel

4 [EE » Control Panel »

Adjust your computer’s settings

@
%

[/ Hardware and Sound

,ﬁi
8]

Systern and Security
R-e'.'llr-.'.' \'.L".I \'.'\J"-'-F::.-I.EI & stats
Save backup copies of your files with File History
Backup and Res [

Find and fix preblems

MNetwork and Internet
Wiew netwark status and tasks

Chosse hamegreup and sharing optiens

View devices and printers

Add a device

Programs

Uninstall & program

'E" ﬁlcur!trnll"n-d b Programs » -

Cantrol Panel Home

h LF  Uninstall 3 program w

Systemn and Securty

Run programs made for previous versions of Weindows

Metwark and Intemet

Click [Java] or [Java (32 bit)] to open the Java Control Panel

Turn Windows features cnoor off

Category =

User Accounts
9‘ Change account type

Appearance and Personalization

Change the theme

-#&. Clock Language, and Region
Add a i.'.ngul.‘.go
Change input methods

Change date, time, or number formats

Ease of Access
Lat Windows suggest settings
Optimize visual display

Learmh Confrol Pomel

= Programs and Features

View installed updates
Honw b iristall @ program

Hardvware and Sound
* Programs

User Accounts and Family
Safety

Appesrance and
Personalization

Default Programs
Change def ault settings for media or dewnices
St yoiar default progranis

tMake a file type always open in a specific program

Desktop Gadgets
Add gadgets ta the desktop
Restore desitop gadigets installed vath Windows

Get moré gadgets anlme | nenstall 5 gadget

Chock, Language, and Region l._{h Windows SideShow
Easze of Access -.._:I'-l Change Windows SideShow-compatible device settings | Change Windows SideShow settings
f Change the arder of Windows SadeShow gadgets Change PC wakeup settings
g gadyg 5 P g
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http://www.xplova.com/

P

| £ Java Control Panel o] @ ([

| General I Update | Java | Semrity§| Advanced

Enable Java contentin the browser

Security Level

Llﬁ| - VWery High

High {minimum recommended)

[ Medium

Least secure setting - All Java applications will be allowed to run after presenting a security prompt.,

Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate
security prompts.

Click Edit Site List...
to add items to this list. [

Edit Site List... ]

Restore Security Prompts. ] [ Manage Certificates... ]

[ K ] [ Cancel Apply
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Paste or enter http://www.xplova.com, then click
the [Add] button

Java Control Panel

General Update Java Security  Advanced

Enable Java contentin the browser

Security level for applications not on the Exception Site list

() Very High

Only Java applications identified by a certificate from a trusted authority are allowed to run,
and only if the certificate can be verified as not revoked.

Java applications identified by a certificate from a trusted authority are allowed to run, even if
the revocation status of the certificate cannot be verified.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate security

orompts,
[- hittp: [fwwow. xplova.com 2| .
EEditSite List... |
ol [H ;
Restore Security Prompts | | Manage Certificates... |
| oK | | Cancel Apply

Click OK to exit the settings screen.



How to Enable Javain IE

Download the latest version of IE (Internet Explorer 11 or later)
Latest Internet Explorer Downloads

Start the browser, select [Tools] option from the toolbar at the top:
1. Uncheck [ActiveX Filtering]

e e P~ & | 2 Blank Page

File Edit View Favorites [RCIE Help

Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection

Uncheck ~  ActiveX Filtering

[ActiveX Filtering] Fix connection problems...

2. Go to [Pop-up Blocker] [] Select [Pop-up Blocker settings]

File Edit View Favorites Help
Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection
ActiveX Filtering
Fix connection problems...

Reocpen last browsing session

Add site to Apps

View downloads Ctrl+)
Pop-up Blocker » Turn off Pop-up Blocker
SmartScreen Filter > Pop-up Blocker settings

Manage media licenses

Manage add-ons


https://support.microsoft.com/en-us/help/17621/internet-explorer-downloads
https://support.microsoft.com/en-us/help/17621/internet-explorer-downloads

Under [Address of website to allow:], enter www.xplova.com

Pop-up Blocker Settings

e

Bxceptions

7

Address of website to allow:

Pop-ups are cumenthy blocked. You can allow pop-ups from specific
websites by adding the site to the list below.

Allowed sites:

™ Add

el Mplova.com

Remaove

Remove all...

Motifications and blocking level:

| Play a sound when a pop-up is blocked.
[7] Show Motfication bar when a pop-up is blocked.

Blocking level:

[Medium: Block most automatic pop-ups

Leam more about Pop-up Blocker

Close

3. Go to [Internet Options] = [Security] & Under [Internet] - Uncheck
[Enable Protected Mode], then click [Default Level] = Click [Custom Level]

Mail and Mews r
Pop-up Blocker »
Manage Add-ons. ..

Synchronize. ..

Windows Update

Windows Messenger
Diagnose Conneckion Problems. ..

Internet Cplions...

i

Internet {}ptmns

=

R

General | Security |Pri'u'acy I Content | Connections | Programs | Advm::ed|

Select a zone to view or change security settings.

Q

..%f

“w

o

&

=

This zone is for Internet websites,
except those listed in trusted and
restricted zones.

Security level for this zone
Allowed levels for this zone: Medium to High

Medium-high
- Appropriate for most websites

Local intranet  Trusted sites  Restricted
sites
Internet
Sites

- Prompts before downloading potentially unsafe

content

- Unsigned ActiveX controls will not be downloaded

[7] Enable Protected Mode {requires restarting Internet Explorer)
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3. Go to [Internet Optior
[Enable Protected Mode

Mail and News »
Pop-up Blocker »
Manage Add-ons. ..

Synchronize. ..

Windows Updake

Windows Messenger
Diagnose Conneckion Problems. .,

Inkternet Options...

1 \~ e~ a1 A ] 1 L ] [ ) A ] 1 1

el

Internct Opfions (2 =

| izeneral | Security |F‘ri':.-'av:5|I I Content | Connections | Frograms | .ﬁdvm::ed|

Select a zone to view or change security settings.

@ v O

Local intranet  Trusted sites  Restricted
sites

Internet

Sites
@ This zone is for Internet websites, : i
except those listed in trusted and
restricted zones.

Security level for this zone

Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
=== - Prompts before downloading potentially unsafe
content
- Unsigned ActiveX controls will not be downloaded

[T Enable Protected Made (requires restarting Internet Explorer)
[ Custom level. .. ] [ Default level ]

[ Reset all zones to default level ]

| ok || cancel | Apply

Under [Scripting], set both [Active scripting] and [Scripting of Java

applets] to [Enable].

Security Settings

Prompt

Scripting of Java applets
Disable
Enable
Prompt

tlams Achbh smblsahle s

4

Reset custom sektings

Reset to: _Me:d‘mm

Click [OK] as necessary to exit the configuration screen and
complete the operation.




Then go to [Internet Options] = [Security] = [Trusted sites] and click
on [Sites]

|

Internet Cpticns | ? 28 |T

General | Security |F‘ri'uaq-' I Content | Connections | Programs | Aduanced|

Select a zone to view or change security settings.

@ & /|0

Internet Local intranet | Trusted sites | Restricted
sites

Trusted sites

Site

This zone contains websites that you
trust not to damage your computer or I H
your files, CliC

Trusted sites ﬁ

¥ou can add and remaove websites from this zone. All websites in
. this zone will use the zone's security settings.

-

Add this website to the zone:

| htto://www.xolova.com | - Add
Websites:
http:/fwww . xplova.com Remove

%Equire server verification (https:) for all sites in this zone

i wuncheck

Then add http://www.xplova.com and https://www.xplova.com
to trusted sites.

* Do not check the [Require server verification (https:) for all
sites in this zone] option.



Then go to [Internet Options] = [Security] - [Trusted sites]

Under [Security], do not check [Enable Protected Mode], then click
[Default Level] = click [Custom Level], then under [ActiveX controls and
plug-ins], set [Download signed ActiveX controls], [Run ActiveX controls
and plug-ins] and [Script ActiveX controls marked safe for scripting]

options all to [Enable].

Internet Options

» I

| General | Security | Privacy | cantent | connections | Programs | Advanced |

Select a zone to view or change security settings.

@ G

Internet Local intranet

v

Trusted sites

Q

Restricted
sites

Trusted sites

v

Security level for this zone

your files,

Medium

content

fom] -

T

uncheck

This zone contains websites that you
trust not to damage your computer or

Allowed levels for this zone: All

- Prompts before downloading potentially unsafe

- Unsigned ActiveX, controls will not be downloaded

E’Enable Protected Mode (requires restarting Internet Explarer)

Custorn level...

Default level

Reset all zones to default level

Ok || Cancel | Apply

Settings
@, Download signed ActiveX controls ( Eamy Lﬂ
() Disable st L |
L
() Enable fnok secure) " at

(® Prompt (recommendsd)
@ Download unsigned ActiveX controls
() Disable (recommended)
(%) Enable (not secure)
) Prompt
|# Initislize and script Activer controls not marked as safe for s
() Disable (recommended)
(O Enable fnot secure)
@ Prompk
|| Only allow approved domains to use Activel without prompt
(O Disable
(%) Enable

[T T e ey

|2 —TR—

*Takes effect after you restart Internst Explorer

[oal]
(2]

Resek cusktom settings

Reset ko:

&

Mediurmn-high {default)

'Security Settings - Internet'z. 1e

Sethings

L ?L Run Activel controls and plug-ins
(O administrator approved
() Disable
(® Enable
O Prompk
[ ™ ‘l>i. Script ActiveX controls marked safe For scripting®

() Disable

& Automatic prompting For file domnloads
() Disable
() Enable

|&¥ File download

() Disable
i W o N

&l

(&

(v
B

*Takes effect after you restart Internet Explorer

Reset custom setkings

Resetto! | madium-high (default)

™

.

[ o

J |

Cancel

] Lo

Cancel

l

Configuration complete!
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